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This document describes the steps needed to install Ixtens’ Item Content Manager (ICM) software to any server hosted and/or administered by DeCare Systems Ireland (DSI).  The steps, directory locations, and configurations listed here were agreed to by DSI and Ixtens personnel, and will be considered standard going forward.

	ICM Installation to new Server 

Procedure

	#
	Task
	Party
	Notes

	1
	Install operating system
	DSI
	OS, as of December 2006, is Redhat Linux ES 3.

	2
	Install operating system updates.
	DSI
	Redhat OS updates

	3
	Install Oracle client to directory location /opt/oracle/[version]
	DSI
	ICM System (S7) component

	4
	Configure server IP addresses and firewall rules.
	DSI
	

	5
	Create Oracle db schema.
	DSI
	Oracle DBA performs this step.

	6
	Configure firewall rules for Oracle db schema.
	DSI
	

	7
	Send Oracle db connection details to Ixtens.
	DSI
	

	8
	Send server IP address to Ixtens.
	DSI
	

	9
	Test connectivity to the new server's internal address and external address.
	Ixtens
	

	10
	Install jdk to directory location /usr/java/jdk1.5.0_10
	Ixtens
	ICM System (S7) component

	11
	Install Apache ant to directory location /usr/local/apache2 and /usr/local/apache-ant-1.6.5
	Ixtens
	ICM System (S7) component

	12
	Install Apache-tomcat-5.5.17 to directory location /usr/local/apache-tomcat-[n.n.nn]

Install Apache HTTP to directory location /usr/local/apache2
	Ixtens
	ICM System (S7) component

	13
	Install Apache mod_jk to directory locations /usr/local/apache2/conf/ and /usr/local/apache2/modules
	Ixtens
	ICM System (S7) component

	14
	Install and configure NRPE client (Nagios monitor service), and RPMs required for NRPE and NRPE plug-ins, using up2date utility.  Suggested directory location rpm/deb/*
	Ixtens
	ICM System (S7) component

Nagios on 'ligurian' as of Dec 2006.

	15
	Install ICM application and all related data and files.

Standard directory location: /usr/local/apache-tomcat-[n.n.nn]/work/fenix

Data and log files will be in /opt/sfinx (see sftp install instructions in task 17 below).

Ixtens estimates 8 hours for complete installation and configuration of ICM application
	Ixtens
	Ixtens has requested that /usr/local/apache-tomcat-5.5.17/work/fenix be linked to /opt/sfinx/work/fenix in chroot-bind-paths).  See task 17, step 4.

	16
	Install ICM 'work' and 'logs' directories:

 /opt/sfinx/work

 /opt/sfinx/logs

Should be mounted with 'bind' options with /usr/local/apache-tomcat-5.5.17/work and /usr/local/apache-tomcat-5.5.17/logs accordingly.
	Ixtens
	ICM Application component

	17
	Configure SFTP Accounts for Customers

1. Install Jailkit
2. Chroot directory path:
· /opt/sfinx/chroot/[customerabbrev]_stg/home/[customerabbrev]_stg for staging servers. E.g. "timex_stg."  All letters lower-case.

· /opt/sfinx/chroot/[customerabbrev]_prod/home/[customerabbrev]_prod for production servers.  E.g. "timex_prod".  All letters lower-case.

3. sftp user accounts path:
·  [customerabbrev]_stg for staging servers. E.g. "bc_stg."  All letters lower-case.

·  [customerabbrev]_prod for production servers.  E.g. "bcuk_prod".  All letters lower-case.

4. Bind sftp chroot with ICM directory in /etc/fstab [Chroot Dir to /opt/sfinx/work/fenix]
	DSI
	ICM Application component

	18
	Test sftp accounts.
	Ixtens, DSI
	

	19
	Get sign-off from Ixtens
	DSI
	

	20
	Inform customer of new server IP address and sftp account information.
	DSI
	

	21
	Customer to test sftp accounts.
	Customer
	

	22
	Get sign-off from customer.
	DSI
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